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**Перечень терминов и определений, используемых в Распоряжении и его Приложениях**
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 **Автоматизированная система «АЦК-Финансы» Комитета финансов администрации Кировского муниципального района Ленинградской области** (далее – Система) – автоматизированная система, используемая для исполнения бюджета Кировского муниципального района Ленинградской области.

**Администратор безопасности информации** – сотрудник, на которого возложены обязанности по обеспечению выполнения предусмотренных мер защиты информации в Комитете финансов администрации Кировского муниципального района Ленинградской области.

**Аккредитованный удостоверяющий центр** (далее – УЦ) – удостоверяющий центр, прошедший аккредитацию в соответствии с действующим законодательством.

**Альбом электронных документов** – документ, предназначенный для детализированного описания реквизитного состава электронных документов, подписываемых ЭП при осуществлении ЮЗЭД в Системе.

**Аттестат соответствия** – документ установленной формы, подтверждающий соответствие используемых программных и аппаратных средств, требованиям законодательства Российской Федерации в области защиты информации.

**Инициатор** – Участник, инициирующий конфликтную ситуацию, связанную с необходимостью проверки юридической значимости электронного документа.

**Квалифицированный сертификат ключа проверки ЭП** (далее – Сертификат) – электронный документ или документ на бумажном носителе, выданный УЦ или доверенным лицом УЦ либо Федеральным органом исполнительной власти (уполномоченным в сфере использования ЭП) и подтверждающий принадлежность ключа проверки электронной подписи владельцу сертификата ключа.

**Ключ электронной подписи** (далее – Ключ) – уникальная последовательность символов, предназначенная для создания ЭП.

**Ключ проверки электронной подписи** – уникальная последовательность символов, однозначно связанная с ключом электронной подписи и предназначенная для проверки подлинности электронной подписи.

**Клиентская часть Системы** – аппаратно-программный комплекс, предназначенный для хранения, обработки и передачи данных по телекоммуникационным каналам связи с рабочих машин сотрудников на сервер приложений Системы.

**Компрометация ключа** – утрата доверия к тому, что Ключ используется только конкретным Уполномоченным сотрудником и только по назначению.

**Материальный носитель ключевой информации** (далее – материальный носитель) – материальный объект, используемый для записи и хранения информации, необходимой для подписания электронных документов ЭП.

**Область применения сертификата** – параметр Сертификата, определяющий перечень объектов, возможных для подписания при помощи данного Сертификата (документы торговых площадок, документы корпоративной системы, документы ИСЭД и т.д.)

**Организатор** – Комитет финансов администрации Кировского муниципального района Ленинградской области, участник и организатор ЮЗЭД на базе Системы, который  осуществляет конфигурацию серверной части Системы, а также настройку Системы на серверных станциях.

**Ответчик** – Участник, привлекаемый в качестве предположительного нарушителя прав инициатора.

**Отозванный сертификат** – Сертификат, который отозван из обращения.

**Правила подписания** – настроечный параметр Системы, позволяющий установить права на подписание электронных документов ЭП для определённых ролей на определённых статусах.

**Правила проверки** – настроечный параметр Системы, позволяющий описать правила проверки наличия ЭП Уполномоченных сотрудников в электронном документе на определенных статусах.

**Регламент применения электронной подписи участниками юридически значимого электронного документооборота** (далее – Регламент[[1]](#footnote-2)) – утвержденный Организатором документ, определяющий статусы электронных документов, на которых происходит наложение ЭП в электронном документе.

**Реестр Системы** – справочник Системы, в котором хранится перечень сертификатов Уполномоченных сотрудников Участников.

**Реквизитный состав** – состав подписываемых ЭП полей электронных документов.

**Роль** – совокупность прав Уполномоченных сотрудников при работе в Системе, с использованием которых Уполномоченные сотрудники подписывают электронные документы ЭП.

**Серверная часть Системы** – аппаратно-программный комплекс, предназначенный для хранения, обработки и передачи данных по телекоммуникационным каналам связи на клиентские части Системы.

**Средства криптографической защиты информации** (далее – СКЗИ) – аппаратно-программный комплекс, выполняющий функцию создания ЭП, а также обеспечивающий защиту информации по утвержденным стандартам и сертифицированный в соответствии с действующим законодательством.

**Список отозванных сертификатов** – документ, содержащий список серийных номеров сертификатов, которые в определенный момент времени были отозваны, либо действие которых было приостановлено.

**Статус электронного документа** – атрибут электронного документа, идентифицирующий его состояние по определенному признаку.

**Сторона** – юридическое лицо, участник ЮЗЭД, заключившее соглашение об обмене электронными документами между Комитетом финансов администрации Кировского муниципального района Ленинградской области и Участником юридически значимого электронного документооборота.

**Удостоверяющий центр** – юридическое лицо, осуществляющее функции по созданию и выдаче сертификатов ключей проверки электронных подписей, а также иные функции, предусмотренные Федеральным законом от 06.04.2011 г. № 63-ФЗ «Об электронной подписи».

**Уполномоченный сотрудник** – служащий или сотрудник Участника, наделенный полномочиями, по подписанию ЭП электронных документов в соответствии с утвержденным Регламентом.

**Усиленная квалифицированная электронная подпись** (далее – ЭП) – электронная подпись, соответствующая требованиям Федерального закона от 06.04.2011 г. № 63-ФЗ «Об электронной подписи», предъявляемым к электронной подписи данного вида.

**Участник** – юридическое лицо (Сторона или Организатор), принимающее участие в юридически значимом электронном документообороте на базе Системы.

**Целостность программного обеспечения** – отсутствие изменений в коде программного обеспечения при его эксплуатации.

**Экспертная комиссия** – комиссия, разрешающая конфликтные ситуации, связанные с использованием ЮЗЭД.

**Электронный документ** – документ, в котором информация представлена в электронной форме.

**Юридически значимый электронный документооборот** (далее – ЮЗЭД) – документооборот на базе Системы, в котором Участники ЮЗЭД совершают действия по принятию к исполнению документов в электронной форме, удостоверенных ЭП, и при этом несут ответственность за совершение, либо не совершение этих действий.

1. [↑](#footnote-ref-2)